
   

    Further Guidance on Electronic Banking   
   

Introduction  

Electronic banking allows the school to keep up to date on its bank account(s) activity by viewing 

balances and accessing transaction history online including deposit accounts and credit cards. 

The online banking system has the added benefit of enabling schools to export and import data 

to and from their accountancy systems.   
   

Electronic Banking Benefits  

The benefits of electronic banking include:  

• Faster payment of wages and bills and approval can be done remotely  

• Cheaper and more economical than using cheques  

• Access to bank statements and less time spent on bank reconciliations  

• Real-time bank balances at any time resulting in more relevant information. 
  

  Authorisation     

The decision to implement an Electronic Banking System must be made by the board of 

management. This decision must be approved and noted in the boards’ minutes. Once the 

decision to implement an Electronic Banking System has been taken, the board must ensure 

that an Electronic Banking policy is implemented as part of school the schools’ internal control 

procedures.    
   

Internal control procedures   

This document must clearly outline the use of Electronic Banking within the, with clear 

instructions in relation to the following:   

1. Bank accounts to be accessed on Electronic Banking.   
2. Names of authorised users.   
3. Users access to functions of the system by individual users e.g. view only, print only, 

authorise payments, add new accounts, delete accounts, set up standing orders / direct 
debits etc.   

4. All Dual Authorisation: All payments must be approved by both of the two authorised 
approvers  
 
 

Primary: The treasurer and the chairperson must approve all payments, be they 
cheque or electronic payments. The chairperson may delegate their approval to 
another board member.  
 

Post Primary: The Principal and one other person approved by the board must both 
approve all payments, be they cheques or electronic transfers. 

5. The inclusion of new bank accounts onto the system and the deletion of old accounts from 
the system must also be approved by the board in a similar manner.   
 

    



 
 

6. Thresholds regarding Euro value of transactions per day / week / month / per authorised 
user, should be approved by the board and set at a realistic level having regard to the 
average recurring payroll costs.   

7. Security controls regarding access to the system and passwords must be set out.    
     

Security   

The Electronic Banking policy should be reviewed and, where appropriate, updated at least once 

a year. The results of this review should be approved and noted in the minutes of the board.   

• All passwords / user names / codes must not be stored within the office environment.   

• Passwords / user names / codes should be confidential; therefore they must never be shared 
between individual users. They should be unique and individual to named authorised users 
of the Electronic Banking System   

• Any separate handheld electronic devices that form part of the banking system  
(i.e. merchant bank terminals) should be securely stored under lock and key.   

 

Segregation of duties    

It is vital to ensure the segregation of duties when using an Electronic Banking System.    

The Electronic Banking policy should detail the users responsible for different elements of the 

functions used on the system.   

For example, one user may input a payment on the system and a different user/s may authorise 

the payment. Before payments are processed, it is the responsibility of those authorised 

individuals to ensure adequate checks have been made and payments are transferred to the 

correct bank accounts, in line with the Electronic Banking policy.   

In line with good financial practice, the person preparing the payment should not be one of the 

approvers on the payment.    

Bank feeds and Bank Reconciliations   

Bank account reconciliations can be assisted by availing of bank feeds. Bank feeds allow the 

school to link its online bank account (s) directly to the school’s internal accounting system, so 

your banking transactions are automatically imported into your accounts. This reduces 

administration time and streamlines the bank reconciliations.    

 Payment Approval Process 

• Payments must be accompanied by supporting invoices or documents. 

• These documents must be initialled by both online approvers as proof of verification. 

• Both approvers must independently confirm that the payment is valid and due. 

• Once payment is made, invoices must be stamped or marked ‘PAID’, including the EFT 
reference number. 

• Both approvers must separately approve each payment. 
 
 



 

Supplier Controls 

• New suppliers and changes to supplier bank details must be: 

o Verified by phone, and 

o Approved by both authorised payment approvers. 

 


